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DASHLANE BUSINESS TERMS AND CONDITIONS 

These Dashlane Business Terms and Conditions (the “Terms”) govern the use by businesses and other 
organizations (each, a “Client”) of browser extensions and mobile applications (each extension or application, an 
“App”, and all Apps and related services, collectively, the “Services”) made available by Dashlane USA, Inc., a 
Delaware corporation located at 44 West 18th Street, 4th Fl., New York, NY 10011 (together with its affiliates, 
“Dashlane”). By entering into an order referencing these Terms, including by purchasing access to the Services from 
https://www.dashlane.com/business/buy (each, an “Order” and, together with these Terms and any documents 
referenced herein, the “Agreement”) Client agrees to comply with these Terms. If these Terms and the Order conflict, 
the Order will control. Where Client is an entity registered in the Eurozone the contracting Dashlane entity is Dashlane 
SAS, located at 21 Rue Pierre Picard, Paris France, 75018. In all other cases, the contracting Dashlane entity  
is Dashlane USA, Inc.  

1. LICENSE GRANT AND RESTRICTIONS. 

a. Grant.  

i. Subject to these Terms and any limits in the Order, Dashlane hereby grants Client and individuals 
accessing the Services on its behalf (each, a “User” a nonexclusive, nontransferable (except to the extent 
Client re-allocates a license from one User to another via the Services) license to install and use the Apps 
in object code format solely to access and use the Services during the Term (as defined in Section 10(a)) 
for Client’s business and the Users’ personal purposes.  

ii. The license includes the right to (1) make and use a reasonable number of copies of any online descriptions 
of the functionality and technical requirements of the Apps or Services made available by Dashlane 
(collectively, “Documentation”), and (2) use any modifications, improvements, bug fixes, or other new 
versions of the Apps or Services licensed by User made available to all licensees of such Apps or Services 
at no additional cost (each, an “Update”). Updates are applied automatically to cloud-based elements of 
the Services, but may need to be manually installed to certain Apps. Updates do not include Services 
elements not licensed by Client, or that may be added to the Services following the date the parties 
execute the Order or such other date indicated on the Order(the “Effective Date”).  

b. Restrictions. Client will not, nor will it permit its Users to, (i) use the Apps or Services for any illegal purpose, 
or in any manner that damages or interferes with their operation; (ii) remove any copyright, trademark or other 
rights notices in or on the Apps or Services; (iii) sublicense, sell, lease (including on a service bureau basis), 
share, transfer, distribute, or otherwise make the Apps or Services available except as explicitly permitted 
herein; (iv) extract and provide or otherwise use elements of the Services except as intended hereunder, 
including by incorporating them into other software or products; (v) modify, create derivative works of, reverse 
engineer, reverse compile, or disassemble the Apps (except as this restriction (v) is prohibited by applicable 
law); (vi) use or access the Services to monitor their performance or functionality for competitive or 
benchmarking purposes; (vii) circumvent any security measures or use restrictions in the Services, or (viii) 
attempt to do any of the foregoing. Dashlane may suspend Client’s and its Users’ access to the Services for 
any violation of these restrictions.  

c. Support. Dashlane’s online support resources and knowledge base are available at 
https://support.dashlane.com. Dashlane will use commercially reasonable efforts to promptly (i) respond to 
technical or operational issues regarding the Services reported to Dashlane’s established user support 
channels, and (ii) fix verified technical errors with the Services. Because App functionality is partially 
dependent on the operating system or browser in which the App runs, official support is limited to the current 
and most recent prior version of the applicable operating system or browser. Dashlane has no obligation to 
support versions of Apps that are more than twelve months old. Dashlane will use commercially reasonable 
efforts to keep the cloud-based elements of the Services available 99.9% of the time in any calendar month, 
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excluding any scheduled downtime (which we will provide notice of at least 72 hours in advance) or Force 
Majeure Events (as defined in Section 11(j)), and provided that Dashlane may suspend access to such Services 
elements at any time and without notice to protect against a threat to their security or integrity. Note that 
unavailability of the cloud-based elements of the Services do not affect the functionality of Apps already 
installed on User devices.  

d. Modification. Dashlane may change and update the Services in its sole discretion, provided that such changes 
do not materially impair the functionality of the Services. Dashlane may make additional features, including 
new Apps, available during the Term. Additional features are not required for the proper functioning of the 
Services ordered by Client, and will be made available to Client as and when made available to other similarly 
situated customers. Additional Fees may apply, in which case Client will need to enter into a new or modified 
Order to receive such features.  

2. REGISTRATION. 

a. Users must provide an email address and create a password (collectively, the "Account Credentials") to 
access the Services. Users must not share their Account Credentials with anyone. Users must accept 
Dashlane’s then-current Terms of Service and Privacy Policy (collectively, the “User Agreements”) when first 
accessing the Services. The User Agreements do not impose any additional obligations on Client but (i) with 
respect to the Privacy Policy, describe Dashlane’s obligations regarding information it processes that may be 
used to identify an individual (“Personal Data”), and (ii) govern the direct relationship between each User and 
Dashlane with respect to information that the User stores in their “personal” space on the Services. With 
respect to a User’s use of the Services on behalf of the Client, the Agreement controls if there is any conflict 
between it and the User Agreements.  

b. The Services let Client share access credentials for third party accounts (“Third-Party Account Information”) 
with Users (Users may also share Third-Party Account Information with each other). By using the Services’ 
sharing features, Client authorizes Dashlane to provide Third Party Account Information to the designated 
Users via the Service. Client represents that it is permitted to provide such Third-Party Account Information, 
and acknowledges that Dashlane does not control, and is not responsible for, the consequences of sharing 
such information using the Services.  

3. PAYMENT.  

a. Fees. In exchange for access to the Services and the license grated herein, Client will pay Dashlane the 
amounts specified on the applicable Order (the “Fees”). Fees are due thirty (30) days after receipt of the 
applicable invoice. Except as explicitly stated herein, Fees are not refundable.  

b. Taxes. Client will pay any sales, use, excise, import or export, value-added or similar taxes or duties assessed 
on the Services (“Taxes”), including penalties and interest, provided that Client is not responsible for taxes 
based on Dashlane’s net income. Dashlane will use commercially reasonable efforts to include any Taxes 
Dashlane is responsible for collecting and remitting on the applicable invoice, provided that if Dashlane fails 
to do so, Client will remain responsible for the Taxes, but Dashlane will be responsible for any penalties and 
interest due on such Taxes as a result of Dashlane’s failure to timely inform Client of such Taxes.  

c. Late Payment. If Fees are not received when due, Dashlane may (i) charge interest of one and one-half percent 
(1.5%) per month, or the maximum allowed by law, if less, on the overdue Fees, and, (ii) if Client fails to pay 
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such Fees within five (5) days of receipt of notice that they are overdue, suspend access to the Services, in 
each case until payment in full for all overdue Fees is received.  

4. INTELLECTUAL PROPERTY. 

a. Client Data. Client hereby grants Dashlane a fully-paid, worldwide license during the Term to use any data 
(including Third-Party Account Information and Personal Data) stored by Client or its Users in Apps (“Client 
Data”) solely to the extent required to provide the Services. Except for this limited license, Client will retain 
all right, title and interest in and to Client Data. Client acknowledges that Client Data may only be decrypted 
locally on User devices, and that Dashlane is unable to access decrypted Client Data under any 
circumstances. As between the parties, Client is solely responsible for the use of Client Data as input into the 
Services (including its use by Users on Client’s behalf).  

b. Services. As between the parties and except for the licenses granted herein, Dashlane will retain all right, 
title and interest in and to the Apps and Services, including all content that is not Client Data available on or 
through the Apps and Services (“Dashlane Content”). To the extent Client is permitted to reproduce Dashlane 
Content (such as posting logos on its corporate intranet) Client will include all copyright notices, information, 
and restrictions contained in or attached to such content.  

c. Usage Data. The Services and Apps automatically report information to Dashlane related to installation, 
updates, use of and errors related to the Services (“Usage Data”) without specific notice to Users, consistent 
with the Privacy Policy. There are two distinct types of Usage Data:  

i. “Event Data” can be linked to an individual User and refers to use of the Apps’ internal functions (e.g., 
what features are enabled, how many credentials are stored in Secured Data). When an Account is active, 
Event Data is used to provide the Services and support. After an Account is deleted, Event Data is fully 
anonymized and kept, and such data is owned by Dashlane.  

ii. “Behavioral Data” is information about what Users do outside of the Services (e.g., sites where autofill is 
used to sign in; what sites or apps a user has stored credentials for). Behavioral Data is reported and 
logged anonymously and cannot be associated with individuals to maintain their privacy. Behavioral Data 
is owned by Dashlane.  

d. Open Source Software. Certain elements of Apps are subject to “open source” software licenses controlled 
by third parties (“Open Source Software” or “OSS”). OSS is licensed under the terms of the end-user license 
that accompanies such OSS, and not under Section 1(a). Nothing in the Agreement limits Client’s rights under, 
or grants Client rights that supersede, the end-user license for such OSS. If required by the applicable license, 
Dashlane will make such OSS available by written request at the address set forth in the Order Form.  

e. Feedback. Client hereby grants Dashlane an unrestricted, worldwide, perpetual, irrevocable, royalty-free 
right and license to use any ideas, suggestions, comments, recommendations, enhancement requests or other 
input about the Services provided to Dashlane by Client or Users (“Feedback”) for any lawful purpose, in its 
sole discretion.  

5. SECURITY. 

a. Connectivity. Client and Users are responsible for any network and internet connectivity required to download 
Apps or access or use the Services, including the security of such connectivity.  

b. Data Security. Dashlane has and will maintain (i) commercially reasonable technical, administrative, and 
physical safeguards designed to prevent any unauthorized release, access to, or publication of Client Data, 
Confidential Information, or Personal Data Dashlane processes or controls (each such event, an “Incident”), 
and (ii) processes and procedures designed to comply with laws applicable to the Services and governing the 
processing of Personal Data, including the European General Data Protection Regulation (the “GDPR”), the 
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California Consumer Protection Act ("CCPA") and equivalent standards, implementing laws, and regulations. 
Dashlane will ensure that its employees and agents with access to any such information or data are subject 
to appropriate written confidentiality obligations and are instructed in the proper handling of such information 
and data. Dashlane will reasonably assist Client with its data security and processing obligations with respect 
to Personal Data in Dashlane’s possession or control, including with respect to Client’s obligations as a 
“Controller” under the GDPR, where applicable. Client consents to the processing and storage of Client Data 
on hardware owned or controlled by third parties (e.g., AWS). Where Client Data is subject to the GDPR, the 
Data Processing Addendum available at https://www.dashlane.com/terms/business/dpa is incorporated into 
and made a part of the Agreement.  

c. Notice. Dashlane will notify Client promptly upon becoming aware of an incident, and consistent with any 
obligations imposed by applicable laws, if Dashlane confirms that there has been an Incident affecting 
Personal Data. Dashlane will include information about the nature and amount of Personal Data affected, and 
the likely consequences of the Incident, to the extent known, in connection with this notice. Dashlane will 
promptly investigate and, where possible, mitigate any Incident and provide Client with updates of such 
efforts. Upon confirmation of an Incident, Dashlane will modify its processes and security program as 
necessary to prevent recurrence. Notices under this Section 5(c) may be provided directly to Users if 
Dashlane, in its sole discretion, determines that communication with all Dashlane users is legally required or 
appropriate. In such situations, Dashlane will use commercially reasonable efforts to provide prior or 
contemporaneous notice directly to the Client administrator or other designated contact. Notice provided 
under this Section is not nor will it be construed to be an admission of liability or fault by Dashlane. 

6. CONFIDENTIALITY. 

a. General. “Confidential Information” means any non-public information, including pricing, technology, 
business methods, finances, and trade secrets, that is marked or identified as “Confidential” or the equivalent 
when disclosed, or that a reasonable person would recognize as confidential from its nature or the 
circumstances of its disclosure. In connection with the Agreement, each party (the “Receiving Party”) may 
have access to certain of the other party’s (the “Disclosing Party”) Confidential Information or that of third 
parties that the Disclosing Party is required to maintain as confidential. Each party retains ownership of its 
Confidential Information.  

b. Obligations. The Receiving Party will: (i) only use Confidential Information to fulfill its obligations hereunder; 
(ii) only provide access to Confidential Information on an “as-needed” basis to its personnel, agents, and 
consultants who are bound by obligations materially similar to this Section 6, and (iii) maintain Confidential 
Information using methods at least as protective as it uses to protect its own information of a similar nature, 
but in all cases with at least a reasonable degree of care. The Receiving Party will promptly return or destroy 
the Disclosing Party’s Confidential Information and Personal Data upon termination or expiration of the 
Agreement, except that it may maintain limited, archival copies of the same consistent with its established 
data retention policies and subject to the terms of this Section 6. The obligations in this Section 6(b) will apply 
during and for three (3) years after the Term, except in the case of Confidential Information that is a trade 
secret, in which case the obligations will remain in effect for so long as the trade secret is maintained.  

c. Exceptions. Confidential Information does not include, and Section 6(b) does not apply to, information that is: 
(i) publicly available when disclosed or becomes publicly available without fault of the Receiving Party after 
disclosure; (ii) rightfully communicated to the Receiving Party by entities not bound to keep such information 
confidential, whether prior to or following disclosure, (iii) independently developed by Receiving Party; or (iv) 
approved for unrestricted disclosure by the Disclosing Party. In addition, the Receiving Party may disclose 
Confidential Information as required (x) to comply with the order of a court or other governmental body, 
provided that, as permitted by law, the Receiving Party will first give written notice to the Disclosing Party 
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and reasonably cooperate with the Disclosing Party’s efforts to limit the scope of such disclosure; or (y) to 
establish its rights under the Agreement. 

7. WARRANTIES AND DISCLAIMER. 

a. Mutual Representations and Warranties. Each party represents and warrants that (i) it has the right to enter 
into and perform its obligations under the Agreement, (ii) such performance does not and will not conflict with 
any other agreement of such party or any judgment, order, or decree by which it is bound, and (ii) it will comply 
with all laws applicable to its performance under the Agreement, including those relating to privacy and the 
protection of Personal Data. 

b. Disclaimer. EXCEPT AS SPECIFICALLY PROVIDED IN SECTION 7(a), NEITHER PARTY MAKES, AND EACH EXPRESSLY 
DISCLAIMS, ANY REPRESENTATIONS OR WARRANTIES IN CONNECTION WITH THE AGREEMENT, WHETHER 
EXPRESS, IMPLIED, STATUTORY OR OTHERWISE, INCLUDING WARRANTIES OF MERCHANTABILITY, FITNESS FOR A 
PARTICULAR PURPOSE, AND NON-INFRINGEMENT. WITHOUT LIMITING THE FOREGOING, DASHLANE MAKES THE 
SERVICES AVAILABLE ON AN “AS IS” BASIS. 

8. INDEMNIFICATION. 

a. Infringement. Dashlane will indemnify and hold harmless (including payment of reasonable attorneys’ fees 
and court costs) Client and its officers, directors, and employees against any third-party claim alleging that 
the Services, as used in accordance with the Documentation, infringe the intellectual property rights of a third 
party. This obligation will not apply to the extent the alleged infringement arises out of (i) Client’s use of the 
Services in violation of the Agreement, (ii) Client’s failure to use an Update that Dashlane communicated was 
required to avoid infringement, or (iii) Client Data as uploaded to the Services.   

b. Alternative Remedy. If the Services or any element thereof is (or in Dashlane’s view is likely to be) found to 
infringe any third-party intellectual property rights, Dashlane, in its sole discretion, will either (i) procure the 
right for Client to continue to use the affected element; or (ii) modify the affected element to be non-infringing 
without materially diminishing the Services’ functionality. If neither (i) nor (ii) is commercially reasonable, 
Dashlane may terminate the Agreement by giving Client at least thirty (30) days’ prior written notice, and will 
refund Client the pro-rata portion of any prepaid Fees. 

c. Client Data. Client will indemnify and hold harmless (including paying reasonable attorneys’ fees and court 
costs) Dashlane and its officers, directors, and employees against any third-party claim  relating to (i) the 
Client Data or Client’s use of the Client Data, including allegations that such use violates contractual rights 
of third parties, or (ii) any violation of law by Client with respect to its use of the Services.  

d. Procedures. The obligations in this Section 8 are contingent on the indemnified party (i) promptly notifying 
the indemnifying party of any indemnifiable claim; (ii) granting the indemnifying party sole control over the 
defense and settlement of the claim (provided that a settlement may not impose costs or liability on the 
indemnified party without its prior, written consent); and (iii) providing reasonable assistance to the 
indemnifying party at the indemnifying party’s expense. 

e. Sole Remedy. This Section 8 states the indemnified party’s sole remedy, and the indemnifying party’s entire 
liability, with respect to any indemnifiable claim.  

9. LIMITATION OF LIABILITY.   

EXCEPT FOR A PARTY’S GROSS NEGLIGENCE OR WILLFUL MISCONDUCT, BREACH OF SECTION 6 
(CONFIDENTIALITY), OR INDEMNIFICATION OBLIGATIONS UNDER SECTION 8, NEITHER PARTY WILL BE LIABLE 
FOR (A) LOST PROFITS, LOST DATA OR ANY OTHER CONSEQUENTIAL, SPECIAL, INCIDENTAL, OR INDIRECT 
DAMAGES, HOWEVER CAUSED AND REGARDLESS OF THE THEORY OF LIABILITY ASSERTED, ARISING OUT OF THE 
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SERVICES OR THE AGREEMENT, EVEN IF THE PARTY AGAINST WHICH THE CLAIM IS ASSERTED HAS BEEN 
ADVISED OF THE POSSIBILITY OF SUCH DAMAGES, OR (B) DAMAGES EXCEEDING, IN THE AGGREGATE, THE TOTAL 
AMOUNT PAID BY CLIENT TO DASHLANE UNDER THE AGREEMENT IN THE TWELVE (12) MONTHS PRIOR TO THE 
DATE ON WHICH THE CLAIM AROSE. THIS LIMITATION IS CUMULATIVE AND WILL NOT BE ENLARGED BY 
MULTIPLE CLAIMS. THE FOREGOING LIMITATIONS ARE AN ESSENTIAL ELEMENT OF THE AGREEMENT. 

10. TERM AND TERMINATION. 

a. Term. The Agreement will commence on the Effective Date and remain in effect for one (1) year or such other 
period indicated on the Order (the “Initial Term”), unless terminated earlier as provided herein. After the Initial 
Term, the Agreement will automatically renew for additional one (1) year periods (each a “Renewal Term”, and 
all Renewal Terms together with the Initial Term, the “Term”) at Dashlane’s then-current Fees, unless either 
party provides written notice of non-renewal to the other at least fifteen (15) days prior to the expiration of 
the then-current Term.  

b. Termination. Either party may terminate the Agreement for a material breach of any of its provisions by the 
other Party that is not cured within thirty (30) days following written notice thereof. The Agreement may be 
terminated immediately by either party upon written notice if the other party (i) commences insolvency, 
receivership or bankruptcy proceedings or any other proceedings for the settlement of its debts (or if such 
proceedings are instituted by a third party and not dismissed within thirty (30) days), (ii) making an assignment 
for the benefit of creditors, or (iii) ceasing to do business in the normal course. 

c. Effect of Termination. Upon termination or expiration of the Agreement, all licenses granted hereunder will 
immediately terminate (provided that Users may elect to retain access to the Services on an individual basis 
by entering into a consumer subscription governed by the then-current User Agreements) and Client will pay 
any Fees incurred prior to the date of such termination. Sections 3 (to the extent payments remain due) 4, 6, 
8, 9, 10(c) and 11 of these Terms will survive expiration or termination of the Agreement for any reason.  

11. GENERAL. 

a. Governing Law. The Agreement, including its formation, will be governed by the laws of the State of New York 
without giving effect to conflicts of laws principles that would require a different result. Any claim, action or 
proceeding hereunder will be brought in the federal or state courts located in New York County, New York, 
and the parties irrevocably consent to such jurisdiction and venue. The United Nations Convention on 
Contracts for the International Sale of Goods will not apply to the Agreement.  

b. Export. Client represents that it is not named on any U.S. government denied-party list. Client will not use the 
Services in a U.S.-embargoed country (currently Cuba, Iran, North Korea, Syria, Sudan, or the Crimea region 
of Ukraine) or in violation of any U.S. export law or regulation. 

c. Government Users. Each of the components that constitute the Apps or any other software related to the 
Services and its related documentation is a “commercial item” as defined at 48 C.F.R. 2.101, consisting of 
“commercial computer software” and “commercial computer software documentation” as such terms are 
used in 48 C.F.R. 12.212. Consistent with 48 C.F.R. 12.212 and 48 C.F.R. 227.7202-1 through 227.7202-4, all U.S. 
Government end users acquire the Apps and any other software component of the Services and related 
documentation with only those rights set forth in the Agreement. 

d. Remedies; Injunctive Relief. All remedies under the Agreement are cumulative. A party’s breach or 
threatened breach of any of Sections 1(b), 4, or 6 may cause irreparable injury that cannot be compensated 
by monetary damages. Accordingly, notwithstanding Section 11(a), and in addition to any other remedies 
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available to it, a party may seek injunctive or other equitable relief in any court of competent jurisdiction for 
such breach or threatened breach. 

e. Notices. Any communication intended to have legal effect hereunder will be in writing and given personally 
or sent with an internationally recognized courier service requiring signature upon receipt to the address of 
the receiving party indicated on the Order (or such other address as later provided by that party). Notices will 
be deemed given when delivered or refused. Operational communications, such as changing a party’s notice 
address, may be sent by email with acknowledged receipt.  

f. Attribution. Dashlane may indicate that Client is a customer on Dashlane’s website and in other standard 
marketing materials. Any such attribution will be consistent with Client’s style guidelines or requirements as 
communicated to Dashlane. The parties may agree to additional marketing efforts (e.g., case studies, events) 
in writing.  

g. Relationship between the Parties. The parties are independent contractors and nothing in this Agreement 
will be construed to create any kind of partnership or joint venture between them. Neither party will have, or 
represent that it has, the authority or power to bind the other. 

h. Assignment. Neither party may assign the Agreement without the other party’s written consent, except in 
connection with any merger, consolidation, sale of all or substantially all of such party’s assets, or otherwise 
by operation of law. Any other attempt to assign this Agreement will be null and void. This provision will not 
prevent Dashlane from using third party service providers related to the Services (i.e., web hosting) in the 
normal course of its operations. 

i. Waiver. A party’s failure to enforce any provision of this Agreement will not be deemed a waiver of future 
enforcement of that or any other provision. 

j. Force Majeure. Nonperformance of either party will be excused to the extent that performance is rendered 
impossible by events beyond its reasonable control (each, a “Force Majeure Event”), provided that the 
affected party takes commercially reasonable steps to mitigate the effect of such event. 

k. Entire Agreement; Amendment. The Agreement is the entire understanding of the parties with respect to the 
Services and supersedes any prior agreements, proposals and communications about them. These Terms may 
be modified by Dashlane at any time in its sole discretion, provided that the such changes will not take effect 
until the next Renewal Term. Any amendment to these Terms must be explicitly reflected in the Order, and 
will remain in effect for the Term, regardless of any changes to the Terms. 

l. Counterparts. An Order may be executed in counterparts, each of which will be deemed an original, and all 
of which will constitute one and the same document. The parties may electronically sign an Order and any 
documents related to the Agreement.  

m. Interpretation. Titles and headings used in these Terms are for reference only and do not affect their meaning. 
As used herein, “may” means “has the right, but not the obligation to,” “will” indicates a requirement, and 
“including” means “including, without limitation.” If any provision of the Agreement is held by a court of 
competent jurisdiction to be contrary to law, the remaining provisions will be unaffected. If you are reviewing 
a copy of these Terms in a language other than English, it has been translated for your convenience, but the 
English language version is the official version of this Agreement.  

n. No Third-Party Beneficiaries. Except as expressly set forth herein, nothing in the Agreement grants any 
rights to any entity other than the parties to the Agreement. 

 

 


